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Streszczenie. Artykul podnosi kontrowersyjna kwestie prawnej mozliwosci dopuszczenia bieglego
do udzialu w procesie opiniowania wnioskéw o zastosowanie kontroli operacyjnej na etapie wyrazania
zgody na wystapienie do sagdu z wnioskiem przez uprawnione podmioty badz juz na etapie samego
procedowania wniosku przez sad. Autorzy stawiajg hipoteze, ze w sprawach skomplikowanych
prokurator sprawujacy nadzér nad czynnosciami operacyjno-rozpoznawczymi czy sagd moga zasie-
gna¢ opinii biegtego posiadajacego wiadomosci specjalne, ale tylko wéwezas, gdy biegly ten posiada
certyfikat upowazniajacy go do dostepu do informacji niejawnych. Artykut podnosi réwniez kwestie
warunkéw prawnej dopuszczalnosci stosowania najnowoczesniejszych technik inwigilacyjnych oraz
stosowania technik specjalnych do przeszukiwania wielkich baz danych.

The role of an expert in the application of operational and reconnaissance
activities of the Polish special services in the IT system

Keywords: intelligence services, operational surveillance, expert, access to classified information,
operational control techniques

Summary. The article raises the controversial issue of the legal possibility of allowing an expert to
participate in the process of assessing applications for operational surveillance—either at the stage of
granting consent for submitting an application to the court by authorized entities, or already during
the court’s examination of such an application. The authors hypothesize that in complex cases, the
prosecutor supervising operational and reconnaissance activities or the court may seek the opinion
of an expert with specialized knowledge, but only if that expert holds a certificate authorizing access
to classified information. The article also addresses the legal conditions under which the use of the
most advanced surveillance techniques and special techniques for searching large databases may be
permissible.
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1. Ogdlna charakterystyka mozliwosci kontroli
stuzb specjalnych w RP

Mimo ze obecnie istnieje wiele organéw i instytucji paristwowych, ktére ex lege
moga sprawowac niezalezng kontrolg stuzb specjalnych w RP, to ich mozliwosci
kontrolne s3 w tym zakresie odpowiednio ustawowo ograniczone. Szczegdlnie
uwidacznia si¢ to w sferze wykonywania przez stuzby specjalne czynnosci opera-
cyjno-rozpoznawczych oraz w przypadkach watpliwosci dotyczacych sfery pracy
operacyjnej. Dlatego w tych przestrzeniach wszelkich interpretacji prawnych winny
dokonywaé osoby do tego szczegélnie przygotowane, posiadajace w omawianej
dziedzinie wiadomosci specjalne, ktére jednoczesnie beda kierowaly si¢ podsta-
wowg przestanka wykonywanych przez te stuzby zadan — stanowi to bezwzgled-
ne zapewnienie bezpieczeristwa pafistwa polskiego (zaréwno wewnetrznego, jak
i zewngtrznego)'.

Nalezy podkresli¢, ze stuzby specjalne, realizujac czynnosci operacyjno-roz-
poznawcze, wykonuja réwniez inne dzialania i czynnosci, do ktérych nalezy za-
liczy¢: czynnos$ci wywiadowcze i kontrwywiadowcze, informacyjne, analityczne,
analityczno-informacyjne, operacyjno-wykrywcze?. Zgodnie z art. 11 zd. pierwsze
ustawy o Agencji Bezpieczenstwa Wewnetrznego i Agencji Wywiadu (dalej: usta-
wa o ABW i AW )} stuzbami specjalnymi sa: ABW, AW, Stuzba Kontrwywiadu
Wojskowego, Stuzba Wywiadu Wojskowego (dalej: ustawa o SKW i SWWH#)
i Centralne Biuro Antykorupcyjne (dalej: ustawa o CBA)°.

Odpowiednio w zakresie swoich kompetencji nadzér (kontrole) nad stuzbami
specjalnymi w Polsce sprawuja nastepujace organy: Prezydent RP, Prokurator Ge-
neralny, Prezes Rady Ministréw, Minister koordynator stuzb specjalnych, Minister
Obrony Narodowej, Szefowie ABW, AW, SKW, SWW i CBA, Sejm (komisje
sejmowe, w tym Komisja ds. Stuzb Specjalnych)’, Najwyzsza Izba Kontroli, sady —

1 M. Gabriel-Weglowski, Architektura bezpieczeristwa, ,Rzeczpospolita” z 2.02.2022 r., https://
www.rp.pl/sady-i-prokuratura/art35632141-michal-gabriel-weglowski-architektura-bezpieczenstwa
[dostep: 26.10.2024].

2 J. Kudta, System czynnosci operacyjno-rozpoznawczych, analityczno-informacyjnych oraz wywia-
dowczych i kontrwywiadowcezych stuzb specjalnych, LEX/el. 2016, nr 470060883 [dostep: 24.01.2022].

3 Ustawa z dnia 24 maja 2002 r., t.j. Dz.U. z 2024 r. poz. 812.

# Ustawa z dnia 9 czerwca 2006 r. o Stuzbie Kontrwywiadu Wojskowego i Stuzbie Wywiadu
Wojskowego, t.j. Dz.U. z 2024 r. poz. 1405.

5 Ustawa z dnia 9 czerwca 2006 r. o Centralnym Biurze Antykorupcyjnym, t.j. Dz.U.z 2024 .

oz. 184.

P ¢ S. Zalewski, Kontrola stuzb specjalnych w Polsce, Warszawa 2021, s. 28. CBA pozostato stuzbg
specjalng do 1.04.2025 1.

7 M. Bozek, Sejmowa kontrola dzialalnosci stuzb specjalnych i jej ograniczenia wynikajgce z ustaw
kompetencyjnych. Zarys problemu na tle uwarunkowar normatywnych, ,Studia Iuridica Lublinensia”

2013, nr 20, s. 47-70.
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w tym Trybunat Konstytucyjny, Naczelny Sad Administracyjny i odpowiednio
pozostale sady i prokuratury®, Rzecznik Praw Obywatelskich’.

Oprécez Szefa danej stuzby Zaden organ bez jego zgody nie ma dostepu do tech-
nik stosowanych podczas czynnosci operacyjno-rozpoznawczych, w tym do tych
z zakresu techniki operacyjnej i techniki specjalnej. Szef danej stuzby specjalne;j
moze w zakresie swojego dzialania zezwala¢ funkcjonariuszom i pracownikom
»swojej” stuzby oraz bylym funkcjonariuszom i pracownikom po ustaniu stosunku
stuzbowego lub stosunku pracy, a takze osobom udzielajagcym im pomocy w wy-
konywaniu czynno$ci operacyjno-rozpoznawczych — na udzielenie informacji
niejawnej okreslonej osobie lub instytucji.

Ustawowe sformulowanie: ,moga zezwala¢” nie oznacza, ze ,,muszg zezwala¢™1
i dlatego ocena materialéw i udzielenie okreslonych informacji z zakresu dzialania
sluzb specjalnych zalezy wyltacznie od jej Szefa. Wyjatki zostaly okreslone w prze-
pisach ustawy danej stuzby i dotycza zadania prokuratora albo sadu zgtoszonego
w celu $cigania karnego za czyn zabroniony, stanowiacy zbrodnie lub wystepek,
ktérego skutkiem jest np. $mier¢ czlowieka, uszczerbek na zdrowiu lub szkoda
w mieniu albo zadanie skierowal Rzecznik Interesu Publicznego w celu przepro-
wadzenia postgpowania lustracyjnego. Zakazu udostepniania informacji nie stosuje
si¢ réowniez w przypadku zadania prokuratora lub sadu uzasadnionego podejrze-
niem popelnienia przestgpstwa $ciganego z oskarzenia publicznego w zwigzku
z wykonywaniem czynnosci operacyjno-rozpoznawczych (zob. art. 39 ust. 4,51 6
ustawy o ABW i AW, art. 43 ust. 4,5 i 6 ustawy o SKW i SWW, art. 28 ust. 3
i 4 ustawy o CBA)™. Informacje te oczywiécie nie s3 ujawniane opinii publiczne;.
Trudno zalozy¢, ze Szef danej stuzby specjalnej wyrazi zgode na udzielenie or-
ganowi kontrolujagcemu informacji, ktéra dotyczy taktyki i technik wykonywania
czynnosci operacyjno-rozpoznawczych przez dang stuzbe specjalng. 4 contrario nie
moze to oznaczaé, ze stuzby nie moga by¢ w zaden sposéb kontrolowane i moga
nie przestrzega¢ przepiséw prawa. Wielokrotnie autorzy podkreslali w literaturze,

8 M. Bozek, Charakterystyka ustawowych uprawnieri operacyjmych stuzb specialnych stuzqcych zwal-
czaniu przestepstw (zarys problemu na te uwarunkowarn normatywnych), [w:] E.W. Plywaczewski,
W. Filipkowski, Z. Rau, Przestgpczos¢ w XXI wieku — zapobieganie i zwalczanie. Problemy prawno-
~kryminologiczne, Warszawa 2015, s. 322-350.

9 S. Zalewski, gp. cit., s. 78 do strony 150 (zob. opisane szczegélowo kompetencje kontrolne
organéw).

10 M. Bozek, Status prawnoustrojowy Szefa Agencji Bezpieczeristwa Wewngtrznego. Zarys problemu
na tle rozwigzan konstytucyjnych i ustawowych, ,Przeglad Sejmowy” 2014, nr 3, 5. 77-106: ,Szet ABW
ma prawo odméwi¢ udzielenia informacji niejawnych (w tym odméwic udostepnienia dokumentéw),
nawet jesli z takim zadaniem zwraca si¢ do niego konstytucyjny organ panstwa. Uzycie w art. 39
ustawy (z 2002 1. o Agencji Bezpieczeristwa Wewnetrznego i Agencji Wywiadu) zwrotu «moze
zezwalal» oznacza, ze na szefie ABW nie cigzyl taki obowigzek”.

7. Kudta, Zezwolenie oraz udzielenie informacji w trybie art. 20b i 20ba ustawy o Policji, LEX/
el. 2017, numer 470099425 [dostep: 8.06.2022].
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ze pod pojeciem klauzuli ,$cisle tajne” nie moze kry¢ si¢ zezwolenie na nielegal-
ne dzialanie stuzb!?. Zatem dzisiaj konieczne staje si¢ wskazanie na podstawie
istniejacych przepiséw prawa, czy faktycznie mozliwa jest skuteczna kontrola
stuzb specjalnych w Polsce’®, a w szczegélnosci, czy jest ona mozliwa i efektywna
w konkretnej sprawie na etapie postgpowania sadowego.

W kontekscie postawionego pytania wydaje sig, ze warto rozwazy¢ koniecznosé
wlaczenia pomocnika procesowego sadu i prokuratora, tj. bieglego na etapie wy-
korzystania materialéw uzyskanych z kontroli operacyjnej w celu dokonania ich
prawidiowej oceny, oczywiscie po stwierdzeniu zaistnienia okolicznosci uzasadnia-
jacych powolanie takiego bieglego. Naturalnie wylacznie w tym zakresie, w ktérym
organ procesowy nie jest w stanie samodzielnie dokonaé¢ prawidtowej oceny pracy
operacyjnej z uwagi na tak zwana ,kuchni¢ operacyjng”. Jednak formalne wyniki
tej kontroli musialyby pozosta¢ wylacznie w obszarze dokumentacji niejawnej,
w ktérej biegly, wydajac opinie!4, méglby informowac organ procesowy w sposéb
zapewniajacy dalszg konspiracje pracy operacyjnej, czy w jego ocenie doszto do
jakichkolwiek uchybier na ktérymkolwiek etapie jego zdobywania i gromadzenia.

Nalezy nadto stwierdzi¢, ze zachodzi potrzeba unormowania problematyki
czynnos$ci operacyjno-rozpoznawczych w sposéb szczegélny, odmienny od do-
tychczasowego, w nowej ustawie o pracy operacyjnej®, gdyz potrzeba zmiany ure-
gulowan w zakresie nadzoru nad praca operacyjna w spolecznej dyskusji nie ulega
juz zadnej watpliwo$ci. Zanim zmiana postulowanych przepiséw jednak nastapi,
pozostaje umiejetne stosowanie obecnie obowigzujacych przepiséw w celu sku-
tecznej i rzeczywistej kontroli stuzb specjalnych, z uwagi na ujawniane naduzycia,
ktére mialy miejsce w ostatnich latach, np. zwigzane z uzyciem oprogramowania
potocznie nazywanego Pegasus!®.

12 Por. K. Falandys, P. Labuz, H. Fedewicz, Nieunikniona reforma stuzb specjalnych Rzeczpospolitej
Polskiej — propozycje de lege ferenda, ,Wspdlczesne Problemy Zarzadzania” 2020, nr 1,s. 50 (podsu-
mowanie).

13 Na istnienie takiego nadzoru wskazali: A. Tomaszuk, D. Piekarski, P. Opitek, Nadzdr proku-
ratora nad realizacjg kontroli operacyjnej — czgs¢ I, ,Prokuratura i Prawo” 2021, nr 12, s. 132-152; czes¢
II, ,Prokuratura i Prawo” 2022, nr 1, s. 62-84.

4 Opinia taka miataby klauzul¢ ochrony przewidziang dla dokumentéw niejawnych o klauzuli
tozsamej z klauzulg sprawy operacyjne;.

5 Obecnie trwajg prace nad opracowaniem projektu ustawy Kodeks pracy operacyjnej, zob.
https://civitas.edu.pl/wp-content/uploads/2023/05/kodeks-pracy-operacyjnej-projekt-17042023.
pdf [dostep: 16.10.2025].

16 Zob. np. https://pl.wikipedia.org/wiki/Afera_Pegasusa czy Raport koricowy z prac Komisji
Nadzwyczajnej do spraw wyjasnienia przypadkéw nielegalnej inwigilacji, ich wplywu na proces
wyborczy w Rzeczypospolitej Polskiej oraz reformy stuzb specjalnych — https://www.senat.gov.pl/
aktualnoscilista/art,15764,komisja-nadzwyczajna-ds-inwigilacji-przyjela-raport-ze-swoich-prac.html
[dostep: 26.09.2024].
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Prowadzenie skutecznej kontroli stuzb specjalnych zawsze zwiazane jest z do-
stepem do chronionych tajemnicg paristwowsg technik i dziatari tych stuzb. Dlatego
tez nie moze ona prowadzi¢ do ujawnienia taktyki i technik stosowanych przez
stuzby specjalne. Nieprzestrzeganie tej zasady uczyni stuzby nieskutecznymi i co
do zasady spowoduje, ze nie beda one realizowa¢ swoich zadan. Praca operacyjna
zawsze bedzie niejawna, stad sposéb jej kontrolowania moze odbywac si¢ wyltacz-
nie przez wyznaczone osoby, cieszace si¢ zaufaniem zaréwno stuzb, jak i organu
procesowego. Biegly sadowy lub osoba powolana przez organ procesowy ad hoc
kontrolujaca ten zakres pracy operacyjnej musi z tych wzgledéw, pomimo jedno-
razowego wydania zarzadzenia przez organ procesowy o dostepie do wskazanych
niejawnych materialéw operacyjnych, uzyskac poswiadczenie bezpieczenistwa wy-
dane po przeprowadzeniu postepowania sprawdzajacego. Z tego tez wzgledu nie
moga w postgpowaniu uczestniczy¢ organizacje i stowarzyszenia spoleczne, gdyz
te nie podlegaja procedurze uzyskania dost¢pu do informacji niejawnych. Warto
w tym miejscu wskazad, ze prokurator prowadzacy konkretne postgpowanie przy-
gotowawcze lub s¢dzia rozpoznajacy dang sprawe z procedury poprzedzajacej
uzyskanie dostepu do informacji niejawnych s3 z mocy prawa zwolnieni.

2. Kontrola stuzb specjalnych RP na podstawie
obowiazujacych przepiséw prawa

Jak wskazuja Aleksander Tomaszuk, Dariusz Piekarski, Pawet Opitek, okreslone
kompetencje do kontroli stuzb specjalnych RP, tak w zakresie stosowanej kontroli
operacyjnej, jak i w czasie wykonywania czynnosci operacyjno-rozpoznawczych, po-
siada Pierwszy Zastepca Prokuratora Generalnego Prokurator Krajowy!. Kontrola
ta ma jednak charakter ograniczony i sprowadza si¢ wylacznie do oceny przedsta-
wionego materiatu operacyjnego przez dana stuzbe. Najczesciej jest to sam wniosek
o zastosowanie kontroli operacyjnej wraz z uzasadnieniem. Naturalnie Pierwszy
Zastepca Prokuratora Generalnego Prokurator Krajowy moze podejmowaé dal-
sze kroki kontrolne, jednak w praktyce kontrola ta ogranicza si¢ w wigkszosci
przypadkéw do przedstawionych przez stuzby materialéw. Nie wolno zapomina¢
takze o stanowisku zajetym przez Sad Apelacyjny w Bialymstoku, ktéry ustalil, ze
skladane dokumenty w sprawach wnioskowania o kontrole operacyjna maja cha-
rakter blankietowy w takim sensie, ze sad, przychylajac si¢ w calosci do wniosku,
ustosunkuje si¢ do niego w sposéb blankietowy, bez koniecznosci formalistycznego
powtarzania wszystkich szczegélowych stwierdzen zawartych wyczerpujaco we
wniosku stanowigcego zgodnie z przepisami ,awers” postanowienia sadowego.

17" A. Tomaszuk, D. Piekarski, P. Opitek, op. ciz.,s. 139. Zob. takze art. 13 § 3a pkt 1 ustawy z dnia
28 stycznia 2016 1. Prawo o Prokuraturze, t.j. Dz.U. z 2024 r. poz. 390.
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Dopiero gdy sad nie przychyli si¢ w calosci lub w czgsci do wniosku o zastosowa-
nie kontroli operacyjnej, zachodzi konieczno$¢ sporzadzenia uzasadnienia takiej
decyzji, gdzie podane zostang szczegélowe powody takiego rozstrzygniecial®.

Innym waznym zagadnieniem jest problemem koniecznosci przedstawienia
Pierwszemu Zastepcy Prokuratora Generalnego Prokuratorowi Krajowemu we
wniosku o zastosowanie kontroli operacyjnej wykorzystywanego srodka techniki
operacyjnej.

Jednoznacznie nalezy stwierdzi¢, ze uprawniony prokurator na etapie zapo-
znania si¢ z materialami, na podstawie ktérych dana stuzba wnioskuje o kontrole
operacyjna, nie zapoznaje si¢ ze sprawg operacyjna. Jest to co do zasady prawidlowe
postepowanie, poniewaz prokurator nie jest organem, ktéry na etapie wnioskowania
powinien zapoznawac si¢ z jej szczegétami, ale tylko z ta cz¢scia, ktéra uzasadnia
ten wniosek, w zakresie technik operacyjnych (obserwacji, maskowania, techniki
specjalnej) zastosowanej w konkretnej sprawie.

Pierwszy Zast¢pca Prokuratora Generalnego Prokurator Krajowy nie prowadzi
i nie wykonuje czynnosci operacyjno-rozpoznawczych, stad nie ma i nie powinien
mie¢ réwniez dostgpu do technicznych aspektéw stosowanych podczas tych czyn-
nosci. Pierwszy Zastepca Prokuratora Generalnego Prokurator Krajowy podczas
oceny materialéw moze natomiast dodatkowo omawia¢ wniosek z przedstawicie-
lem danej stuzby. Ponadto moze on sporzadzi¢ notatke lub w inny sposéb udoku-
mentowac takg rozmowe, a material z niej wlaczy¢ do swojej teczki kontrolnej. To
na sluzbach specjalnych RP bowiem spoczywa obowiazek zgromadzenia rzetel-
nego materialu operacyjnego podczas stosowania metod i form pracy operacyjnej,
a nastepnie, jesli zostang spelnione przestanki ustawowe, przedstawienie wniosku
o zastosowanie kontroli operacyjnej.

Obecnie obowiazuja procedury pozwalajace na zarzadzenie kontroli operacyjnej
przez dang stuzbe, w ktérej Pierwszy Zastepca Prokuratora Generalnego Prokura-
tor Krajowy sprawuje funkcje kontrolng w procesie wnioskowania i dalej wyrazenia
zgody przez Sad Okregowy w Warszawie. W przypadku Agencji Bezpieczeristwa
Wewnetrznego i Agencji Wywiadu zgodnie z art. 27 ust. 1 ustawy ABW i AW
(analogicznie art. 17 ust. 1 ustawy o CBA) to sad na pisemny wniosek Szefa ABW
(lub odpowiednio CBA ztozony po uzyskaniu pisemnej zgody Pierwszego Zastepcy
Prokuratora Generalnego Prokuratora Krajowego) moze, w drodze postanowienia,
zarzadzi¢ kontrole operacyjng — gdy inne $rodki okazaly si¢ bezskuteczne albo beda
nieprzydatne — przy wykonywaniu czynnosci operacyjno-rozpoznawczych w celu
rozpoznawania, zapobiegania i wykrywania przestepstw, o ktérych mowa we wia-
$ciwym katalogu — oraz w celu uzyskania i utrwalenia dowodéw tych przestepstw,

18 Wyrok SA w Biatymstoku z 16.01.2014 r., IT AKa 260/13, LEX nr 1422328.
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ujawnienia mienia zagrozonego przepadkiem, w zwiazku z tymi przestepstwami
i §cigania ich sprawcéw. W przypadku Stuzby Kontrwywiadu Wojskowego i Stuzby
Wywiadu Wojskowego, w celu realizacji zadan okreslonych w art. 5 ust. 1 pkt 1,
5,718 oraz ust. 2 ustawy o SKW i SWW, gdy inne $rodki okazaly si¢ bezsku-
teczne albo beda nieprzydatne — na podstawie art. 31 tej ustawy — sad na pisemny
wniosek Szefa SKW zlozony po uzyskaniu pisemnej zgody Pierwszego Zastepcy
Prokuratora Generalnego Prokuratora Krajowego moze, w drodze postanowienia,
zarzadzi¢ kontrolg operacyjng. Przy czym zasady dokumentowania czynnosci wy-
nikaja z wprost przepiséw wykonawczych do ustaw regulujacych funkcjonowanie
danej stuzby.

Podobny obowigzek spoczywa na Pierwszym Zastepcy Prokuratora Gene-
ralnego Prokuratorze Krajowym, gdy ustawowa metoda pracy operacyjnej stuzb
specjalnych RP w postaci kontroli operacyjnej stosowana jest w trybie niecierpia-
cym zwloki. Kontrola prokuratora nad czynnosciami operacyjno-rozpoznawczymi
zostala unormowana w Rozporzadzeniu Ministra Sprawiedliwosci z dnia 13 lutego
2017 r. w sprawie sposobu realizacji czynnosci prokuratora w ramach kontroli nad
czynnosciami operacyjno-rozpoznawczymi (dalej: r.s.r.c.p.)’.

Istote kontroli badania podstaw faktycznych czynnosci operacyjno-rozpoznaw-
czych, o ktérych mowa w rozporzadzeniu w sprawie sposobu realizacji czynnosci
prokuratora w ramach kontroli nad czynnosciami operacyjno-rozpoznawczymi,
stanowi ustalenie przez prokuratora, czy odpowiednio przyszla zgoda sadowa
i prokuratorska na przeprowadzenie danej czynnosci zostanie wydana na podsta-
wie rzetelnych ustalen stanowigcych wynik stosowanych wezesniej metod pracy
operacyjnej, zatem uzyskanych wiarygodnych informacji podczas wykonywanych
czynnosci operacyjno-rozpoznawczych. Przy czym badania podstaw faktycznych
(kontroli) oraz legalnosci i prawidtowosci tych czynnosci nalezy dokona¢ dwu-
etapowo. Po pierwsze, przed zajgciem przez wlasciwego prokuratora stanowiska
w przedmiocie wniosku, informacji lub zawiadomienia (§ 2, § 3 ust. 2 r.s.r.c.p.), po
drugie, w czasie trwania czynnosci (§ 2,§ 7, § 9 ust. 1, § 12 ust. 1 r.s.r.c.p.). Wglad
w materialy uzyskiwane w trakcie kontroli moze mie¢ miejsce wylacznie podczas
trwania czynnosci (w ich toku).

Na marginesie mozna doda¢, ze podstawy faktyczne przeprowadzenia okre-
slonych czynnosci operacyjno-rozpoznawczych moga zosta¢ zbadane réwniez
w ograniczonym zakresie ex post. Taka kontrola bedzie miata miejsce w sytuacj,
gdy na pisemne polecenie Pierwszego Zast¢pcy Prokuratora Generalnego Proku-
ratora Krajowego upowazniony przez niego prokurator lub zespdl prokuratoréw

9 Rozporzadzenie Ministra Sprawiedliwosci z dnia 13 lutego 2017 r. w sprawie sposobu realizacji
czynnosci prokuratora w ramach kontroli nad czynno$ciami operacyjno-rozpoznawczymi, t.j. Dz.U.

22024 r. poz. 1578.
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dokona oceny sposobu realizowania przez wlasciwych prokuratoréw okregowych
ich kompetencji w zakresie kontroli nad czynnosciami operacyjno-rozpoznawczymi
prowadzonymi przez terenowe jednostki policji, Strazy Granicznej i Zandarmerii
Wojskowej. Badajac podstawy faktyczne, ostatecznie wlasciwy prokurator powinien
odpowiednio ustali¢, czy informacje znajdujace sie¢ w przedtozonych materiatach
z czynnosci operacyjno-rozpoznawczych s wiarygodne, a wniosek zastugiwal na
uwzglednienie (§ 3 ust. 1 pkt 1 r.s.r.c.p.).

Przedstawiajac rozwigzania prawne w odniesieniu do obecnie obowiazujacego
stanu prawnego, nalezy zaproponowac de lege ferenda, aby w uzasadnionych przy-
padkach na danym etapie czynnosci Pierwszy Zastepca Prokuratora Generalnego
Prokurator Krajowy mégl skorzysta¢ z pomocy bieglego sadowego. W sprawach
trudnych, skomplikowanych mialby wéwczas mozliwo$¢ zasiegniecia opinii, wy-
dajac zarzadzenie o dostepie bieglego sadowego do scisle okreslonych materiatéw
niejawnych, z ktérymi biegly mialby si¢ zapozna¢. Nie chodzi tu w zadnym razie
o przeniesienie odpowiedzialno$ci z organu procesowego na bieglego sadowego
w zakresie wyrazania zgody na czynnos¢ kontroli operacyjnej, poniewaz ex lege
o tym decyduja organy procesowe. Natomiast zadaniem biegtego sadowego bytaby
ocena na podstawie posiadanych wiadomosci specjalnych okreslonych materiatéw
i czynnosci operacyjno-rozpoznawczych stuzb specjalnych pozwalajacych na pra-
widlowe podjecie réznych decyzji o tak znamiennych skutkach dla bezpieczen-
stwa obywateli. Naturalnie zatem nie chodzi o powolywanie bieglego sadowego
do kazdej zastosowanej wezesniej przez stuzby specjalne kontroli operacyjnej, ale
jedynie o przypadki, ktére takiej wiedzy wymagaja i wiaza si¢ z prawidtowym zro-
zumieniem miedzy innymi tzw. kuchni operacyjnej i innych trudnych zagadnient
z zakresu pracy operacyjnej, ktére dla organu ex officio nie s3 znane i, niestety, nigdy
nie beda prawidlowo zrozumiane bez udzielenia okreslonej pomocy?’. W tym przy-
padku pomocy organu niezaleznego, niezaleznego takze od stuzb — czyli bieglego
sadowego. Naturalnie konieczne jest wyznaczenie krétkiego terminu zapoznania
sie z materialami przez bieglego i wydania opinii, w zaleznosci od etapu jego
powolania (odpowiednio zarzadzenia kontroli operacyjnej na dalszych etapach
czynnosci operacyjno-rozpoznawczych, dalej az do zakorniczenia postepowania
karnego, jezeli jest prowadzone w danej sprawie). Odrebnego postgpowania wy-
magalyby przypadki niecierpiace zwloki. Sg to jednak tzw. szczegély techniczne,
ktére z bieglym sadowym mozna na biezaco ustali¢. Biegly doskonale méglby si¢
réwniez wypowiedzie¢ co do zakresu oraz zasadnosci objecia figuranta kontrolg
operacyjng, w tym jej najnowszymi §rodkami technicznymi.

20 Zob. Rola i zadania Wydziatu Nadzoru nad Czynnosciami Operacyjno-Rozpoznawczymi funk-
cjonujgcego w Biurze Prezydialnym Prokuratury Krajowey, [w:] A. Tomaszuk, D. Piekarski, P. Opitek,
op. cit.,s. 143.
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3. Biegty sgdowy i jego merytoryczna pomoc organowi procesowemu
w zakresie czynnos$ci operacyjno-rozpoznawczych

Biegly sadowy w zakresie czynnosci operacyjno-rozpoznawczych powolywany jest
do wigkszosci spraw zwigzanych z szeroko rozumianym przekroczeniem uprawnien
przez funkcjonariuszy publicznych lub niedopelnieniem przez nich obowigzkéw
stuzbowych. Dotyczy to najczesciej prowadzonych przez nich czynnosci w ramach
spraw operacyjnych. Sprawy te dotycza okreslonych uchybien, ktére w ocenie orga-
nu procesowego popelnili funkcjonariusze publiczni. Sg to sprawy, w ktérych maja
juz oni przedstawione zarzuty (ad personam), jak tez postgpowania prowadzone
(in rem). W kazdej sprawie, w ktérej wydaje si¢ opinie, biegly sadowy powinien
dokonac oceny i znalez¢ rozwigzania zlozonej i trudnej sytuacji operacyjnej, rtéwniez
uwzgledniajac miedzy innymi tzw. kuchni¢ operacyjna, co w konsekwencji pozwala
na wydanie opinii rzetelnej, niezaleznej, sumiennej i bezstronnej. Biegly sadowy
specjalizujacy si¢ w zakresie taktyki kryminalistycznej i czynnosci operacyjno-
-rozpoznawczych powinien posiada¢ doswiadczenie w realizacji tych czynnosdi,
na réznych szczeblach jednostek organizacyjnych je wykonujacych (w tym takze
podczas operacji specjalnych). Konieczne jest tez, aby posiadal duza wiedz¢ z za-
kresu ustawodawstwa stuzb specjalnych i odpowiednio stuzb policyjnych.

W wigkszosci spraw, w ktérych wydaje opinie biegly, materiaty dostarcza or-
gan procesowy (prokurator lub sad, ewentualnie policja lub inne stuzby sledcze).
Materialy te sa zawsze szczegétowo okreslone w postanowieniu, o ktérym mowa
wart. 194 k.p.k. I tak tez jest w praktyce, gdyz w postanowieniu prokurator szcze-
goétowo (np. w formie tabeli) okresla materiat dowodowy z akt sprawy (np. numery
stron, zalaczniki w postaci teczki operacyjnej ze zdjeta klauzula tajnosci — czyli
akta jawne lub wskazuje na konkretne materialy niejawne?!), ktére odpowiednio
przekazuje bieglemu, zadaje pytania i uzasadnia swoje postanowienie. Jest to bardzo
wazna czynno$¢ procesowa wskazujaca na obszar z zakresu czynnosci operacyjno-
-rozpoznawczych, ktéry najbardziej go interesuje i z ktérym ma problemy w in-
terpretacji merytorycznej, gdyz wymagaja wiadomosci specjalnych.

Udostepnienie materialéw bieglemu zostalo unormowane przez ustawodawce
wart. 198 § 1-3 k.p.k.?? Zgodnie z tym przepisem, jezeli jest to niezb¢dne do wy-
dania opinii, to sad lub prokurator udostepnia bieglemu poszczegélne dokumenty
z akt sprawy lub uwierzytelnione kopie tych dokumentéw. Dokumenty moga by¢

2 W przypadku materialéw niejawnych wdrazana jest odrebna procedura na podstawie zarzadze-
nia wladciwego prokuratora, o ktérej mowa w § 10 Rozporzadzenia Ministra Sprawiedliwosci z dnia
9 wrzesnia 2017 r. w sprawie sposobu postepowania z protokotami przestuchari i innymi dokumentami
lub przedmiotami, na ktére rozciaga si¢ obowigzek zachowania w tajemnicy informacji niejawnych
albo zachowania tajemnicy zwiazanej z wykonywaniem zawodu lub funkcji, Dz.U.z 2017 r. poz. 1733.

2 ]. Skorupka, KPK. Komentarz, Warszawa 2021, s. 494-497.
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réwniez udostepnione w postaci elektronicznej. Z kolei biegtemu powolanemu
z tego wzgledu, Ze wydana przez innego biegtego opinia jest niepelna lub niejasna
albo gdy zachodzi sprzeczno$¢ w niej samej lub mi¢dzy réznymi innymi opiniami
W tej samej sprawie, przed wydaniem opinii nie udostepnia si¢ tej innej opinii. Inng
opini¢ mozna udoste¢pnic¢ bieglemu w niezbednym zakresie, tylko w wyjatkowym,
szczegolnie uzasadnionym wypadku, gdy przedmiot opinii powolanego bieglego
bezposrednio dotyczy tresci tej innej opinii. W wypadku udostepnienia bieglemu
dokumentéw z akt sprawy, réwniez w postaci elektronicznej lub uwierzytelnionych
kopii tych dokumentéw, sporzadza si¢ w formie notatki urzgdowej wykaz doku-
mentow, ktérych oryginaly, posta¢ elektroniczna lub uwierzytelnione kopie zostaly
przed wydaniem opinii udostgpnione bieglemu. Notatka powinna by¢ podpisana
przez osobg sporzadzajaca z podaniem imienia, nazwiska i stanowiska stuzbowego
oraz zalaczona do akt sprawy.

W przypadku materialéw niejawnych opinia zostaje wydana przez bieglego
sadowego po wezesniejszym zarzadzeniu organu procesowego o dopuszcezeniu do
zapoznania si¢ bieglego sadowego z aktami, teczkami niejawnymi®. Jak w kazdej
dziedzinie, tak i w tej wystepuje wiele probleméw zwigzanych z wydaniem opinii.
Wydajac opinie z zakresu czynnosci operacyjno-rozpoznawczych, podstawowe
wyzwanie dla bieglego stanowi merytoryczne, wiasciwe, rzetelne i traftne wyko-
rzystanie posiadanych przez siebie wiadomosci specjalnych dla celéw okreslonych
przez organ procesowy w sporzadzonej opinii. Organowi procesowemu nalezy
wszechstronnie uzasadnic¢ za pomocg spostrzezeri w opinii zajete stanowisko. Je-
zeli funkcjonariusz danej stuzby twierdzi, ze dokumentacja z okreslonej czynnosci
znajduje si¢ w danej teczce operacyjnej — to sad i biegly ten fakt maja obowigzek
sprawdzic.

W wielu sprawach nawet doswiadczony prokurator czy s¢dzia nie s3 w stanie
samodzielnie dokonaé¢ wlasciwej oceny materialéw operacyjnych bez posiadania
wiadomosci specjalnych. W praktyce jednak organ procesowy bardzo czesto nie
powoluje bieglego sadowego, tylko konsultuje dane stanowisko z funkcjonariuszem
np. z Centralnego Biura Sledczego Policji czy Biura Spraw Wewnetrznych Policji
i na tej podstawie podejmuje decyzj¢ procesows. Zatem nalezy podkresli¢, ze takie
konsultacje czesto okazuja si¢ nietrafne i powinny skutkowa¢ powolaniem bieglego
sadowego na dalszym etapie postepowania karnego przed sadem pierwszej lub
drugiej instancji.

3 Zob. wyjatek, o ktérym mowa w § 6 ust. 1 pkt 1 zd. pierwsze — Rozporzadzenie Ministra
Sprawiedliwosci z dnia 9 wrzesnia 2017 r. w sprawie sposobu postgpowania z protokotami przestuchan
iinnymi dokumentami lub przedmiotami, na ktére rozciaga si¢ obowigzek zachowania w tajemnicy
informacji niejawnych albo zachowania tajemnicy zwigzanej z wykonywaniem zawodu lub funkej,

Dz.U.z 2017 1. poz. 1733.
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3.1. Dostep biegtego sadowego do informacji niejawnych

Co do zasady, kazdy biegly sadowy powolany przez organ procesowy (przez sad
lub prokuratora) moze mie¢ dostgp do informacji niejawnych znajdujacych si¢
w aktach oznaczonych klauzulg tajnosci. Jednak aby taki dostep uzyskal, organ
procesowy musi wydaé zarzadzenie zgodnie z § 10 Rozporzadzenia Ministra
Sprawiedliwos$ci z dnia 9 wrzesnia 2017 r. w sprawie sposobu postepowania z pro-
tokotami przestuchan i innymi dokumentami lub przedmiotami, na ktére rozciaga
sie obowigzek zachowania w tajemnicy informacji niejawnych albo zachowania
tajemnicy zwigzanej z wykonywaniem zawodu lub funkcji. Przepis ten stanowi, ze
udostepnienie dokumentéw, akt lub przedmiotéw oznaczonych klauzulg tajnosci
bieglemu, ttumaczowi lub specjaliscie nastepuje na podstawie zarzadzenia prezesa
sadu, a w postepowaniu przygotowawczym — na podstawie zarzadzenia prokuratora,
tylko w zakresie niezbednym do wykonania czynnosci procesowe;j. Przepisy § 6, 8
19 przedmiotowego rozporzadzenia stosuje si¢ odpowiednio — oznacza to m.in., ze
biegly sadowy na mocy tegoz zarzadzenia moze uzyska¢ dostep az do materialéw
niejawnych oznaczonych klauzulg ,$cisle tajne”, z wyjatkiem dokumentéw, akt lub
przedmiotéw, o ktérych mowa w art. 184 § 11 art. 156 § 5a k.p.k.

Udostepnienie akt, dokumentéw lub przedmiotéw oznaczonych klauzulg taj-
nosci nastgpuje w obecnosci wyznaczonego pracownika kancelarii tajnej lub se-
kretariatu w zaleznosci od klauzuli tajnosci. W praktyce na tym tle powstaje wiele
probleméw.

Pracownicy kancelarii tajnych sa zwyczajowo przygotowani do dostepu do in-
formacji niejawnych tylko na podstawie poswiadczenia bezpieczenstwa, w trybie
ustawy z dnia 5 sierpnia 2010 r. o ochronie informacji niejawnych?. Nie kazdy
biegly sadowy takie poswiadczenie bezpieczenstwa posiada, gtéwnie ze wzgle-
du na koszty jego wydania i koniecznosci zalozenia i prowadzenia dziatalnosci
gospodarczej, w przypadku gdy biegly jest na emeryturze i nie jest zatrudniony
w jednostce, ktéra jest uprawniona chociazby do uproszczonego przeprowadze-
nia postgpowania sprawdzajacego do klauzuli ,poufne”. Zatem problem polega
nie na zarzadzeniu organu procesowego o dostepie do informacji niejawnych,
tylko niecheci w udost¢pnianiu w tym trybie akt bieglemu sagdowemu przez
pracownikéw kancelarii tajnej. Kierownicy kancelarii tajnej, zatem profesjonalisci
w dziedzinie ochrony informacji niejawnych, twierdza, ze tryb ten naktada na
nich wiele dodatkowych obowigzkéw (np. stala obecnosé pracownika kancelarii
podczas zapoznawania si¢ bieglego z materialem z czynnosci operacyjno-roz-
poznawczych).

24 T;j. Dz.U. 2 2024 1. poz. 632.
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3.2. Cel opinii — opinia jawna i jej czes¢ niejawna

Gléwny cel opiniowania wynika odpowiednio z art. 193 § 1 k.p.k., zatem jezeli
stwierdzenie okoliczno$ci majacych istotne znaczenie dla rozstrzygnigcia sprawy
wymaga wiadomosci specjalnych, zasi¢ga si¢ opinii biegtego albo biegtych. Biegly,
wykonujac postanowienie organu procesowego, realizuje wszystkie cele, w tym
postanowieniu okreslone. Zatem biegly powinien, jezeli to mozliwe, catkowicie
rozwigzaé problem organu procesowego, odpowiedzie¢ na jego pytania. Konstruujac
wnioski, biegly wykorzystuje wszystkie spostrzezenia zawarte w opinii, ktére po-
wstaly na podstawie posiadanych przez bieglego sadowego wiadomosci specjalnych.
Nalezy pamigtaé, ze zgodnie z reguly (maksymg) iura novit curia — odpowiednio
za niedopuszczalne uznaje si¢ przeprowadzenie dowodu z opinii bieglego, w celu
ustalenia obowigzujacego stanu prawnego oraz zasad zastosowania i wykltadni
obowigzujacych przepiséw prawa®. Jednak zasada ta nie dotyczy przepiséw z za-
kresu czynnosci operacyjno-rozpoznawczych (w tym niejawnych instrukeyjnych),
poniewaz s3 one przede wszystkim niejasne i generalnie nieznane organom pro-
cesowym. Regula ta dotyczy czesto réwniez przepiséw prawa miedzynarodowego.
Dlatego biegly w zakresie czynnosci operacyjno-rozpoznawczych opiniuje réwniez,
w celu ustalenia wykladni niejasnych dla organu procesowego, niejawnych przepi-
s6w instrukcyjnych oraz innych z nimi zwigzanych, ktérych rzetelne zrozumienie
wymaga wiadomosci specjalnych.

Biegly sadowy korzysta z posiadanych wiadomosci specjalnych dotyczacych
metod i form czynnosci operacyjno-rozpoznawczych, opartych na przepisach prawa
oraz wiedzy kryminalistycznej, w tym nauk pokrewnych. Opinia bieglego powinna
posiadac wysoka jako§¢ merytoryczna, co jest nieosiggalne w przypadku powolania
osoby niekompetentnej i nieposiadajacej wlasciwych kwalifikacji w danej dziedzi-
nie. Organ procesowy w naszej ocenie powinien najpierw pozna¢ merytoryczne
kwalifikacje biegtego (jego wiedzg i doswiadczenie), a dopiero potem go powolag.
Niestety, nawet wtedy, gdy jest on juz ustanowiony bieglym sadowym. Zgodnie
z art. 194 k.p.k. — przedmiot i zakres ekspertyzy okresla si¢ w postanowieniu.
W przypadku wydania przez bieglego sadowego opinii niejawnej obowiazuja te
same rygory procesowe z jednoczesnym uwzglednieniem norm prawnych, o ktérych
mowa w ustawie o ochronie informacji niejawnych?. W tej samej sprawie moze na
przyktad by¢ sporzadzona opinia jawna na podstawie jawnych materialéw proceso-
wych, zawartych w aktach postepowania karnego, i odrgbnie opinia niejawna, ktéra
dotyczy wylaczonych z czesci jawnej — niejawnych materialéw tego postepowania.

% Por. wyrok SA w Bialymstoku z 18.06.2014 r., I ACa 160/14, LEX nr 1506648.
2 Ustawa z dnia 5 sierpnia 2010 r. o ochronie informacji niejawnych, t.j. Dz.U. z 2019 r. poz. 742.
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3.3. Ograniczenia biegtego sagdowego w dostepie do materiatow
z czynnosci operacyjno-rozpoznawczych stuzb specjalnych

Zabronione jest ujawnianie danych o osobie udzielajacej pomocy funkcjonariuszom
ABW i AW, CBA, czy SKW i SWW w zakresie czynnosci operacyjno-rozpoznaw-
czych, a zakres dostepu prokuratora lub sadu do informacji z zakresu czynnosci ope-
racyjno-rozpoznawczych unormowany zostal szczegélowo okreslony w przepisach.

Zgodnie z tym przepisami zostal unormowany obszar ujawnienia organowi pro-
cesowemu przez Szefa danej stuzby okreslonych informacji. Jednak ustawodawca
zabrania ujawniania danych dotyczacych osobowego Zrédla informacji i innych
informacji obj¢tych normami prawnymi przepiséw stuzb specjalnych. Wyjatek sta-
nowig skrajne przypadki. I tak na przyktad Szefowie Agencji, na podstawie art. 39
ust. 4 i 5 ustawy o ABW i AW, moga udzieli¢ informacji, w przypadku zadania
prokuratora albo sadu, zgloszonego w celu $cigania karnego za czyn zabroniony, sta-
nowigcy zbrodnig lub wystepek, ktérego skutkiem jest $mier¢, lub przeprowadzenia
postepowania sprawdzajacego na podstawie przepiséw o ochronie informacji nie-
jawnych. Jak tez w przypadku zadania prokuratora lub sadu uzasadnionego podej-
rzeniem popelnienia przestepstwa Sciganego z oskarzenia publicznego w zwigzku
z wykonywaniem czynnosci operacyjno-rozpoznawczych. Z kolei Szefowie SKW
i SWW mogg udzieli¢ informacji na podstawie art. 43 ust. 4 i 5 ustawy o SKW
i SWW, w przypadku zadania prokuratora albo sadu, zgloszonego w celu $cigania
karnego za czyn zabroniony, stanowiacy zbrodnig lub wystepek, ktérego skutkiem
jest $mier¢, albo w celu przeprowadzenia postepowania lustracyjnego lub realiza-
¢ji zadan z nim zwigzanych, lub przeprowadzenia postepowania sprawdzajacego
na podstawie przepiséw o ochronie informacji niejawnych. Jak tez w przypadku
zadania prokuratora lub sadu uzasadnionego podejrzeniem popelnienia przestep-
stwa $ciganego z oskarzenia publicznego w zwiazku z wykonywaniem czynnosci
operacyjno-rozpoznawczych. W przypadku odmowy zwolnienia, o ktérym mowa
wyzej, przez Szefa danej stuzby specjalnej, mozna stosowaé odpowiednio: art. 39
ust. 6 ustawy o ABW i AW; art. 43 ust. 6 ustawy o SKW i SWW lub art. 28 ust. 5
ustawy o CBA. Zalezy to od okolicznosci sprawy i decyzji organu procesowego,
w tym przypadku Pierwszego Prezesa Sadu Najwyzszego, ktéry réwniez powinien
zasiegna¢ w takich wyjatkowych przypadkach opinii bieglego z zakresu czynnosci

operacyjno-rozpoznawczych.

3.4. Odpowiedzialnos¢ biegtego sadowego

Oceni¢ material operacyjny nieobiektywnie jest latwiej niz rzetelnie rozwigzac¢
taktyczny i merytoryczny problemem operacyjny. Biegly, dokonujac oceny, bierze
pod uwage obiektywne okolicznosci przemawiajace na korzys$¢ funkcjonariusza
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publicznego i na jego niekorzy$¢. Wnioski opinii nalezy wiasciwie uargumentowac
przy kategorycznym zachowaniu bezstronnosci. Nie s3 w stanie tego uczyni¢ osoby
bez prawidlowego przygotowania do sprawowania funkcji bieglego sadowego.
Jeszcze raz nalezy zatem podkresli¢, ze bledem organu procesowego jest, gdy
do opiniowania zostang powolane osoby, ktére nie znaja kompleksowo zakresu
wszystkich czynnosci operacyjno-rozpoznawczych i odpowiednio zasad proce-
dury karnej, albowiem bedzie rodzilo ich odpowiedzialno$¢, w najlagodniejszym
przypadku dyscyplinarna.

W tym miejscu z duzym uproszeniem, gdyz wykraczatoby to poza ramy ni-
niejszego opracowania, mozna wskazaé, ze sankcja dla nierzetelnego bieglego
jest skreslenie z listy biegtych czy odpowiedzialnos¢ eksperta wobec uczestnikéw
postepowania (postepowanie wobec bieglych o odszkodowanie). Odnoszac si¢ zas
krétko do zasad odpowiedzialnosci bieglych, w przypadku prawa cywilnego nalezy
wyrézni¢ nalezyta starannosé, o ktérej mowa w art. 355 § 112 k.c., jako podstawe
oceny efektéw ich pracy wyrazong w przedktadanej opinii?’.

Natomiast w przypadku odpowiedzialnosci karnej stosuje si¢ wobec bieglego
art. 233 § 4 k.k.?® Biegly moze tez odpowiada¢ z art. 271 § 1 k.k.?? i nie ponosi
odpowiedzialnosci za rozstrzygniecia organu procesowego — jedynie za uczciwosé,
staranno$¢ i sumienno$¢ wykonania zleconych mu zadan.

4. Uprawnienia stuzb specjalnych do stosowania najnowszych
srodkéw technicznych podczas kontroli operacyjnej

Na wstepie nalezy stwierdzi¢, ze rozwdj nowych technologii pozwala na jednocze-
sne skuteczne stosowanie najnowszych $rodkéw technicznych (w tym w postaci
oprogramowania) przez wszystkie stuzby. Katalog srodkéw technicznych kontroli
operacyjnej stosowanej przez stuzby specjalne (art. 27 ust. 6 ustawy o ABW i AW
i art. 31 ust. 4 ustawy o SKW i SWW), jak tez kontroli i utrwalania rozméw,
o ktérych mowa z kolei w art. 241 k.p.k., pozostaja katalogami otwartymi pozwa-
lajacymi nadazy¢ racjonalnemu ustawodawcy z rewolucjg technologiczng. Nalezy
przypomnie¢, ze kilka lat temu w doktrynie toczyt si¢ spér o wykorzystanie no-
wego na tamten czas $rodka technicznego. Kwestia dotyczyta podstuchu poczty

27 Ustawa z dnia 17 listopada 1964 r. Kodeks postgpowania cywilnego, t.j. Dz.U.z 2021 r. poz. 1805
ze zm.

28 Przepis ten stanowi: ,,Kto jako biegty, rzeczoznawca lub ttumacz, przedstawia fatszywa opinig,
ekspertyze lub tlumaczenie majace stuzy¢ za dowéd w postgpowaniu okreslonym w § 1, podlega karze
pozbawienia wolnosci od roku do lat 10”.

2 Funkcjonariusz publiczny lub inna osoba uprawniona do wystawienia dokumentu, ktéra po-
$wiadcza w nim nieprawdg co do okoliczno$ci majacej znaczenie prawne, podlega karze pozbawienia
wolnosci od 3 miesigcy do lat 5.
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elektronicznej. Ostatecznie w wyniku przeprowadzonych analiz prawnych przyjeto
stanowisko, ze katalog srodkéw technicznych, o ktérym mowa w art. 241 k.p.k.,
pozostaje katalogiem otwartym3°.

Kontrola operacyjna wszystkich stuzb specjalnych prowadzona jest niejawnie
i polega na:

— uzyskiwaniu i utrwalaniu tresci rozméw prowadzonych przy uzyciu srodkéw
technicznych, w tym za pomocg sieci telekomunikacyjnych,

— uzyskiwaniu i utrwalaniu obrazu lub dzwigku oséb z pomieszczen, srodkéw
transportu lub miejsc innych niz miejsca publiczne,

— uzyskiwaniu i utrwalaniu tresci korespondencji, w tym korespondencji prowa-
dzonej za pomocg srodkéw komunikacji elektronicznej,

— uzyskiwaniu i utrwalaniu danych zawartych w informatycznych nosnikach
danych, telekomunikacyjnych urzadzeniach konicowych, systemach informa-
tycznych i teleinformatycznych.

Dla celéw wykladni systemowej przepiséw prawa dotyczacych zakresu sto-
sowanych srodkéw technicznych w kontroli operacyjnej nalezy przypomnieé, ze:

— art. 27 ust. 6 pkt 1 ustawy o ABW i AW i art. 31 ust. 4 pkt 1 ustawy o SKW
i SWW pozwala na uzyskiwanie i utrwalanie tresci rozméw prowadzonych przy
uzyciu srodkéw technicznych (wszelkich najnowszych srodkéw technicznych,
réwniez najnowszych programéw), w tym za pomocg sieci telekomunikacyjnych,
do ktérej nalezy zaliczy¢: wszelka korespondencje w postaci prowadzonych
rozméw (nie tylko telefonicznych), zatem tresci tych rozméw. Moga to by¢ np.
rozmowy prowadzone za pomocg smartfonéw, w tym telefonéw internetowych
(VOIP), komunikatoréw internetowych; innego rodzaju rozméw, do ktérych
stosuje si¢ lub sa prowadzone przy uzyciu $rodkéw technicznych zgodnie z naj-
nowszym rozwojem technologicznym w dziedzinie informatyki, teleinformatyki
i telekomunikacji; rozmowy prowadzone z wykorzystaniem lacznosci radiowej,
czyli rozmowy rejestrowane przy uzyciu srodkéw technicznych czy tez rozmo-
wy urtwalone przy zastosowaniu oprogramowania pozwalajacego przelamac
zabezpieczenia techniczne urzadzeni koricowych (programy szpiegujace);

— art. 27 ust. 6 pkt 2 ustawy o ABW i AW i art. 31 ust. 4 pkt 2 ustawy o SKW
i SWW pozwala na uzyskiwanie i utrwalanie obrazu lub dzwigku oséb z po-
mieszczen, Srodkéw transportu lub miejsc innych niz miejsca publiczne, tj. reje-
stracje i podglad przy wykorzystaniu urzadzen do utrwalania obrazu i dZzwigku

30 Zob. T. Grzegorczyk, [w:] Kodeks postgpowania karnego. Komentarz, wyd. 3, Krakéw 2003,
art. 241: [...] obejmuje tresci rozméw innych niz telefoniczne, a wige wszelkie rozmowy, bez wzgledu
na to, jak i gdzie sg prowadzone...”. Zob. tez A. Choromariska, E-podstuch zagadnienia wybrane, [w:]
Czynnosci dochodzeniowo-sledcze i dzialania operacyjne policji a rola sqdu w postgpowaniu przygotowaw-

czym. materialy pokonferencyjne, red. S. Lelental, . Kudrelek, I. Nowicka, Szczytno 2008, s. 278-291.
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po pierwsze w pomieszczeniach np. przy uzyciu kamery, rejestratora, nadajnika
i odbiornika. Po drugie w pojazdach i innych srodkach transportu, np. GPS
i GPRS z funkcjami dodatkowymi do utrwalania obrazu i dzwigku. Do miejsc
innych niZ miejsca publiczne nalezy zaliczy¢ np. gabinet lekarski;

— art. 27 ust. 6 pkt 3 ustawy o ABW i AW i art. 31 ust. 4 pkt 3 ustawy o SKW
i SWW pozwala na uzyskiwanie i utrwalanie tresci korespondencji, w tym
korespondencji prowadzonej za pomocg srodkéw komunikacji elektronicznej —
istotg tego rodzaju srodkéw technicznych jest to, ze stuza one w przedmioto-
wym zakresie tylko do uzyskiwania i utrwalania tresci korespondenciji, zatem
tresci korespondencji pisemnej, elektronicznej — nie rozmowy. Bedzie to m.in.:
przesylka listowa, przesylka kurierska w czgsci dot. przesytki listowej bedacej
przesylka rejestrowana. Dotyczy to takze poczty elektronicznej. W wyniku wy-
ktadni systemowej (art. 27 ust. 6 pkt 3 ustawy o ABW i AW i art. 31 ust. 4 pkt 3
ustawy o SKW i SWW) nalezy stwierdzié, ze racjonalny ustawodawca poczte
elektroniczng zalicza do $rodkéw komunikacji elektronicznej (zatem wyréznia
ja jako $rodek techniczny, co pozwala na zaliczenie poczty elektronicznej do
grupy srodkéw technicznych, w kontroli operacyjnej zob. ustuga Cloud Com-
puting w Big data®!). Do grupy tej nalezy zaliczy¢ m.in. tres¢ korespondencji
pisemnej przekazywanej za pomocg komunikatoréw internetowych i innych
(m.in. telefonia, telefonia internetowa — korespondencja pisemna);

— art. 27 ust. 6 pkt 4 ustawy o ABW i AW i art. 31 ust. 4 pkt 4 ustawy o SKW
i SWW pozwala na uzyskiwanie i utrwalanie danych zawartych w informatycz-
nych nosnikach danych, telekomunikacyjnych urzadzeniach koricowych, syste-
mach informatycznych i teleinformatycznych, tj. informatyczny nosnik danych
rozumiany jako materiat lub urzadzenie stuzace do zapisywania, przechowywania
i odezytywania danych w postaci cyfrowej (art. 3 pkt 1 ustawy o informatyzacji
dziatalno$ci podmiotéw realizujacych zadania publiczne, bedzie to np. pamiegé
USB, interfejs USB, karta SD, inne urzadzenia elektroniczne wraz z wbudowang
pamiecia); system teleinformatyczny — to zesp6t wspélpracujacych ze sobg urza-
dzen informatycznych i oprogramowania zapewniajacy przetwarzanie, przecho-
wywanie, a takze wysylanie i odbieranie danych przez sieci telekomunikacyjne
za pomocg wlasciwego dla danego rodzaju sieci telekomunikacyjnego urzadzenia
koricowego w rozumieniu przepiséw ustawy Prawo komunikacji elektronicznej
i Europejskiego Kodeksu Egcznosci Elektronicznej® (informacjami przeka-

31 J. Kudta, A. Staszak, Procesowa i operacyjna kontrola korespondencji przechowywanej w tzw.
chmurze, ,Prokuratura i Prawo” 2017, nr 71 8, s. 31-56.

32 Dyrektywa Parlamentu Europejskiego i Rady (UE) 2018/1972 z dnia 11 grudnia 2018 r. ustana-
wiajaca Europejski kodeks facznosci elektronicznej (wersja przeksztalcona). Tekst majacy znaczenie

dla EOG; Dz.U. UE L. z 2018 r. Nr 321, str. 36 z p6zn. zm.
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zywanymi za pomocy sieci telekomunikacyjnych beda rozmowy telefoniczne,
wiadomosci SMS, MMS, a takze inne informacje przekazywane droga radiowa
i internetowsg, w tym poczta elektroniczna, tresci zamieszczane na forach in-
ternetowych i czatach). Istotne jest wyjasnienie pojecia telekomunikacyjnego
urzadzenia koficowego — jest to urzadzenie telekomunikacyjne przeznaczone do
podtaczenia bezposrednio lub posrednio do zakoriczenia sieci, np. modem, termi-
nal, konwerter, urzadzenia koricowe ISDN, PSTN; urzadzenia transmisji danych,
np. X21, X 25, Ethernet, token ring, tokenbus, TCP/IP, frame relay. Na przyktad
w ustudze Cloud Computing urzadzeniem koricowym bedzie telefon komérkowy,
tablet lub inne dostgpne urzadzenie. Sg to m.in. wszelkie dopuszczone prawem
srodki. Jest to rodzaj kontroli operacyjnej umozliwiajacy na przyklad przeszukanie
komputera w czasie rzeczywistym®. Dalej w zakresie przedmiotowego rodzaju
kontroli operacyjnej mieszcza si¢ m.in. zapisy z urzadzeni koficowych rejestru-
jacych transakcje platnicze (dane) czy np. dane uzyskane w wyniku lacznosci
modemu z telefonem i wiele innych, ktérych nie sposéb wymienié;

— art. 27 ust. 6 pkt 4 ustawy o ABW i AW i art. 31 ust. 4 pkt 4 ustawy o SKW
i SWW pozwala na uzyskiwanie dostepu i dokonywania kontroli zawartosci
przesylek typu: paczka pocztowa, przesytka kurierska w czesci dot. paczki pocz-
towej, przesylka z korespondencjg; za kwalifikacja przesylki z korespondencja
do przedmiotowego zakresu przemawia fakt jej okreslenia przez racjonalnego
ustawodawce — jako przesylki pocztowej niebedacej drukiem, zawierajaca infor-
macj¢ utrwalong na dowolnym no$niku, w tym utrwalong pismem wypuktym.
Beda to zatem wszystkie przesytki w rozumieniu prawa pocztowego, ktére beda
podlegaly kontroli operacyjnej wylacznie w zakresie uzyskania do nich dost¢pu
i kontroli ich zawartosci — bez mozliwo$ci uzyskiwania i utrwalania tresci ko-
respondencji, wylacznie na podstawie tego przepisu (konieczno$é stosowania
odpowiednio pozostalych przepiséw prawa, o ktérych mowa w art. 27 ust. 6
ustawy o ABW i AW, art. 31 ust. 4 ustawy o SKW i SWW).

W zakresie kontroli operacyjnej mieszcza si¢ zatem najnowsze $rodki tech-
niczne, ktére jak pozostale moga zosta¢ zastosowane przez uprawnione polskie
stuzby po spetnieniu warunkéw dopuszczalnosci (w tym zasady subsydiarnosci®4),
o ktérych mowa odpowiednio w ustawie danej stuzby.

Oprogramowanie szpiegujace i inne podobnie lub jeszcze efektywniej dzialajace
programy mogg zosta¢ zastosowane réwniez na podstawie art. 9 ust. 1i 4 ustawy

3 J. Kudta, A. Staszak, Kontrola operacyjna w systemie informatycznym, ,Studia Iuridica Lubli-
nensia” 2021, nr 2, s. 263-284.

3% Zob. mozliwo$¢ oceny materialéw operacyjnych m.in. na podstawie zasady subsydiarnosci:
J. Kudta, P. Kosmaty, Ankicta oceny ryzyka z czynnosci operacyjno-rozpoznawczych, [w:] Inspiracje
i wspomnienia dedykowane pamigci Jerzego Koniecznego, red. J. Widacki, Krakéw 2021, s. 93-117.
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o dziataniach antyterrorystycznych® oraz odpowiednio na podstawie przepiséw
zezwalajacych na zastosowanie kontroli operacyjnej urzadzenia koricowego. Przy
czym, jesli podczas stosowania danego oprogramowania, w trakcie kontroli ope-
racyjnej, odrebnie stosowano maskowanie czynnosci (technike specjalng), to in-
formacje o szczegélach technicznych i taktycznych tych dziatan nie moga zostaé
ujawnione nawet organowi procesowemu.

Najnowsze oprogramowanie szpiegujace stuzace do inwigilacji szeroko rozumia-
nych urzadzen konicowych zaliczane jest do wspélezesnych srodkéw technicznych
w kontroli operacyjnej*¢. Dziata na zasadzie przetamania zabezpieczen, na przykiad
w urzadzeniach koficowych bez pomocy operatora (dostawcy ustug cyfrowych czy
operatora ustug kluczowych).

Programy te wykorzystuja tzw. Trojany, tj. funkcje, ktére wykonuja nie dajace
si¢ ustali¢ przez uzytkownika konicowego dzialania, czy na przyktad luki w opro-
gramowaniu tzw. Zero-Day Exploit®.

Uzycie odpowiednio przez okreslong stuzbg oprogramowania szpiegujacego®
i innych, w ramach kontroli operacyjnej, nalezy uzna¢ za czynno$¢ mieszczaca
si¢ w granicach uprawnien dziatania danej stuzby, pod warunkiem spelnienia do-
puszczalnosci stosowania kontroli operacyjnej. Jak stusznie wskazuje Patrycja Ko-
zlowska-Kalisz, art. 267 § 3 k.k. ,nie obejmuje — co oczywiste — sytuacji uzyskania
informacji na podstawie przepiséw prawa pozwalajacych na stosowanie urzadzen
podstuchowych i innych urzadzeri pozyskiwania informacji (por. np. art. 2371 241
k.p.k.,art. 19 ustawy z 6.04.1990 r. o Policji; art. 27 ustawy z 24.05.2002 r. o Agencji
Bezpieczenstwa Wewngtrznego oraz Agencji Wywiadu)™.

Do zbieznych pogladéw zezwalajacych na stosowanie najnowszego oprogra-
mowania w ramach kontroli operacyjnej przez uprawnione stuzby nalezy zaliczy¢

poglady Arkadiusza Lacha czy Wlodzimierza Wrébla.

% Tj. Dz.U.z 2025 r. poz. 194.

3 Por. J. Kudta, Ukierunkowane zatrzymywanie danych o ruchu i lokalizacji przez uprawnione
stuzby. Omdwienie wyroku TS z dnia 5 kwietnia 2022 r., C-140/20 (Commissioner of the Garda Siochdna
e.a), LEX/el. 2022, nr 151411241 [dostep: 8.06.2022]. J. Kudta, Dostgp stuzb do danych telekomunika-
cynych. Omowienie wyroku TS z dnia 2 marca 2021 ., C-746/18 (Prokuratur), LEX/el. 2021, numer
151379507 [dostep: 8.06.2022] oraz J. Kudta, Uzywanie dostarczanych przez firmy telekomunikacyjne
danych osobowych i danych o lokalizacji przez stuzby paristw czlonkowskich UE. Glosa do wyroku T'S z dnia
6 pazdziernika 2020 ., C-623/17, LEX/el. 2020, numer 386259811 [dostep: 8.06.2022].

37 F. Radoniewicz, Hacking w kodeksie karnym — wybrane zagadnienia techniczne i karne, [w:]
Przestgpezosé teleinformatyczna 2020, red. J. Kosiriski, G. Krasnodebski, Gdynia 2021, s. 183.

38 M. Hapunik, Czynnosti operacyjno-rozpoznawecze a nowe technologie, [w:] Prawo karne i krymi-
nologia wobec kryzyséw XXI wicku, red. D. Dajnowicz-Piesiecka, E. Jurgielewicz-Delegacz, E.W. Ply-
waczewski, Warszawa 2022, s. 118.

3 P. Koztowska-Kalisz, [w:] Kodeks karny, komentarz, red. M.. Mozgawa, wyd. 9, Warszawa
2019, s. 878.
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Arkadiusz Lach uwaza, ze: [ ...] nie wyczerpuje znamion czynéw zabronionych
z art. 267 § 1-3 k.k. osoba upowazniona do uzyskiwania informacji dla niej nie-
przeznaczonej na podstawie przepiséw Kodeksu postepowania karnego oraz ustaw
policyjnych regulujacych podstuch procesowy i kontrole operacyjna. W przypadku
0s6b prywatnych, ktére nie posiadaja takowego upowaznienia, dopuszczenie przez
organ procesowy dowodu uzyskanego w sposéb wyczerpujacy znamiona ww. czy-
néw zabronionych nie pozbawia tych czynéw bezprawnosci (zob. postanowienie
SN z 27.04.2016 r., IT KK 265/15%). Warto tu wskaza¢, ze zgodnie z aktualnym
brzmieniem art. 168a k.p.k. uzyskanie dowodu w drodze czynu zabronionego nie
powoduje z tego tylko powodu jego niedopuszczalnosci™. Podobnie W. Wrébel
zauwaza, ze ,hie popelnia przestepstwa z art. 267 § 3 ten, kto postuguje si¢ urza-
dzeniem podstuchowym w celu uzyskania informacji, do ktérej jest uprawniony”™2.

Wykorzystanie uzyskanych materialéw powstatych w wyniku stosowania srodka
technicznego, w postaci oprogramowania szpiegujacego i innych programéw, na-
stepuje w trybie przepiséw o kontroli operacyjnej. Natomiast dostep podejrzanego
do materialéw, w ktérych wykorzystywano dane oprogramowanie, kazdorazowo
powinien by¢ uzgadniany z Szefem danej stuzby. To ostatecznie on —w porozumie-
niu z organem procesowym — wraz z bieglym sadowym powinni po weze$niejszych
ustaleniach decydowad, z jakg konieczng czgscig materialéw podejrzany moze sig
zapoznac. Jeszcze raz nalezy kategorycznie podkresli¢, ze podejrzanego nie nalezy
zapoznawac z tg cze$cig materialéw zastosowanej kontroli operacyjnej, ktéra doty-
czy technik oraz wykorzystywanych metod i narzedzi stuzacych do pozyskiwania
danych®.

5. Oznaczenie $rodka technicznego na wniosku
o zastosowanie kontroli operacyjne;j

Na podkreslenie zastuguje wyréznienie w literaturze przedmiotu rodzaju kontroli
operacyjnej z uwzglednieniem symboli, ktére powinny sie znalez¢ na wniosku,
o ktérym mowa w ustawach stuzb specjalnych, gdzie przyktadowo:

— KK oznacza kontrolowanie korespondencji pisemne;j,

— KZP kontrolowanie zawartosci przesylek,

— PT kontrolowanie korespondencji w systemie telefonii przewodowej,

— PTK podstuch telefonii komérkowej,

40 Gdarskie Studia Prawnicze — Przeglad Orzecznictwa” 2017, nr 1, poz. 109, LEX nr 2365149.

4 A. Lach, [w:] Kodeks karny. Komentarz, red. V. Konarska-Wrzosek, wyd. 3, Warszawa 2020,
art. 267, LEX nr 587715945/630822 [dostep: 6.06.2022].

42 Kodeks karny. Czesé szczegolna. Tom II. Czgsé II. Komentarz do art. art. 212-277d, red. W. Wrébel,
A. Zoll, Warszawa 2017, s. 643.

B M. Bozek, Status prawnoustrojowy Szefa Agencji Bezpieczeristwa Wewngtrznego. .., s. 77-106.
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— PTFax kontrole korespondencji telefaksowe;j,

— KKI kontrol¢ prowadzong w sieci internetowej,

— PP podstuchu w pomieszczeniu,

— PDF podgladu przy wykorzystaniu urzadzeri do rejestracji obrazu i dzwigku,

— KPO kontrolowanie przemieszczania obiektu przy wykorzystywaniu srodkéw
technicznych,

— KUK kontrolowanie urzadzenia koricowego*.

Stosowany rodzaj kontroli operacyjnej, w tym srodka technicznego —ze wzgledu
na gwarancje systemowe podnoszone przez Trybunat Konstytucyjny, Sad Najwyz-
szy, Prokuratora Generalnego, Rzecznika Praw Obywatelskich — powinien by¢ sys-
temowo wyrézniony we wniosku, o ktérym mowa wyzej®. Przedstawione symbole
w zwigzku z nowym merytorycznym podzialem rodzajowym kontroli operacyjnej
zostaly rozszerzone i przyporzadkowane indywidualnie do jednostkowego rodzaju
kontroli operacyjnej. Dany symbol powinien znalez¢ si¢ we wniosku o zastosowanie
kontroli operacyjnej skladanego do sadu okregowego przez uprawniong stuzbe.
Symbol ten w zaden sposéb nie dekonspiruje taktyki dziatania stuzb, natomiast
pozwala na wyodrebnienie i oznaczenie kategorii $rodka stosowanego podczas
kontroli operacyjnej, zgodnie z art. 27 ust. 6 ustawy o ABW i AW i art. 31 ust. 4
ustawy o SKW i SWW.

Warto jeszcze zauwazy¢, ze w obecnym systemie prawa zdefiniowane zostaly
przez ustawodawce inne pojgcia majace ogromne znaczenie dla stosowania srodkéw
technicznych, w ramach kontroli operacyjnej oraz ich zabezpieczania i w konse-
kwencji pozwalajace na praworzadne gromadzenie dowodéw cyfrowych. Zaliczy¢
do nich mozna m.in. definicje interfejsu rozumianego jako uktad elektryczny,
elektroniczny lub optyczny, z oprogramowaniem lub bez oprogramowania, umoz-
liwiajacy Iaczenie, wspéiprace i wymiane sygnaléw o okreslonej postaci pomiedzy
urzadzeniami polaczonymi za jego posrednictwem zgodnie z odpowiednia specyfi-
kacja techniczng*. Okreslone rodzaje interfejséw zdefiniowano w Rozporzadzeniu
Ministra Infrastruktury”, co ma istotne znaczenie dla oznaczenia $rodka technicz-

“ A, Biernaczyk, Zarys problematyki czynnosci operacyjnych realizowanych w trybie art. 19, 19a,
190 ustawy z dnia 6 kwietnia 1990 r. o Policji, [w:] Praktyczne elementy zwalczania przestgpezosci
zorganizowanej i terroryzmu. Nowoczesne technologie i praca operacyjna, red. L. Paprzycki, Z. Rau,
Warszawa 2009, s. 116.

4 Zob. pkt 4 sentencji wyroku Trybunatu Konstytucyjnego z 30.07.2014 r., sygn. akt K 23/11,
Dz.U.z 2014 ., poz. 1055.

4 Art. 2 pkt 10 ustawy z dnia 16 lipca 2004 r. Prawo telekomunikacyjne, t.j. Dz.U. z 2021 r.
poz. 576 z pézn. zm.

47 Rozporzadzenie Ministra Infrastruktury z dnia 28 grudnia 2009 r. w sprawie szczegélowego
wykazu danych oraz rodzajéw operatoréw publicznej sieci telekomunikacyjnej lub dostawcéw publicz-
nie dostepnych ustug telekomunikacyjnych obowigzanych do ich zatrzymywania i przechowywania,
Dz.U. Nr 226, poz. 1828.
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nego wymienionego we wniosku o zastosowanie kontroli operacyjnej, a ponadto po-
zwala prokuratorowi i sedziemu precyzyjnie wyrézni¢ ex lege rodzaj uzytego $rodka.
Chodzi bowiem o kategoryczne rozréznienie srodkéw, ktére sa dopuszczalne do
zastosowania w ramach: art. 27 ust. 1 ustawy o ABW i AW i art. 31 ust. 1 ustawy
o SKW i SWW od tych, ktére z kolei spelniaja warunki dopuszczalnosci stosowa-
nia na podstawie: art. 28 ust. 1 ustawy o ABW i AW i art. 32 ust. 1 ustawy o SKW
i SWW. Dla ustalenia legalnosci procedur zgodnie ze stanowiskiem zajetym przez
Pierwszego Zast¢pce Prokuratora Generalnego Prokuratora Krajowego, Trybunal
Konstytucyjny, Rzecznika Praw Obywatelskich, trzeba wyraznie rozréznic¢ $rodki
techniczne (zaréwno od strony technicznej i dalej na tej podstawie formalno-
-prawnej), ktére moga by¢ zastosowane odpowiednio w ramach ww. regulacji*.
Wspélezesnie nalezy zaznaczy¢, ze rozwéj techniki w dziedzinie teleinformatyki
jest tak gwaltowny, ze faktycznie niektére z tych $rodkéw moga by¢ wykorzy-
stywane wylacznie w zakresie kontroli operacyjnej. Wiadomo bowiem, jakie sa
ograniczenia podmiotowe i przedmiotowe zwigzane ze stosowaniem w praktyce
tych unormowan prawnych, chociazby ze wzgledu na koniecznos¢ kontroli sadowej
kontroli operacyjnej czynnosci wymienionej, w: art. 27 ust. 1 ustawy o ABW i AW
iart. 31 ust. 1 ustawy o SKW i SWW, a w przypadku art. 28 ust. 1 ustawy o ABW
i AW i art. 32 ust. 1 ustawy o SKW i SWW w zw. art. 28a ustawy o ABW i AW,
art. 32a ustawy o SKW i SWW nastepczej kontroli sadowej (a priori), jak tez kon-
troli prokuratorskiej w momencie przekazania materialéw Pierwszemu Zastepcy
Prokuratora Generalnego Prokuratorowi Krajowemu na podstawie art. 28 ust. 6
ustawy o ABW i AW, art. 32 ust. 8 ustawy o SKW i SWW.

Podsumowujac — nie moze tutaj by¢ zadnej mowy o ograniczaniu i odbieraniu
skutecznych narzedzi stuzbom specjalnym, ktére sag wykorzystane do zwalczania
szeroko rozumianej przestepczosci mieszczacej si¢ w zakresach przedmiotowo-
-podmiotowych ustaw tychze stuzb. Chodzi bowiem o to, ze jesli na przyktad
ABW i AW, SKW i SWW dopuszcza stosowanie odpowiednio: art. 28 ust. 1
ustawy o ABW i AW i art. 32 ust. 1 ustawy o SKW i SWW, w tym okreslonego
srodka technicznego, ktéry dzisiaj ma o wiele wigksze mozliwosci techniczne
niz w przeszlosci, to powinien on wylaczy¢ lub w sposéb trwaly uniemozliwié
wlaczanie okreslonych funkcji w ramach danego srodka technicznego (interfejsu,
oprogramowania czy w koricu oprogramowania szpiegujacego), ktére moga zostaé
potencjalnie wykorzystane expressis verbis tylko w zakresie kontroli operacyjne;.
Mamy tu na mysli calo$¢ wyzej wymienionych interfejséw, o ile tylko stosowane
do tej kontroli urzadzenia i oprogramowania uzyskaly, po pierwsze, stosowna

4 Por. odpowiednio do dziatalnosci stuz specjalnych gromadzenie danych teleinformatycznych,
o ktérych mowa w: J. Kudla, Systemowa analiza zakresu kontroli operacyjnej i art. 20c ustawy o Policji

na tle praktyki organéw scigania, ,Prokurator” 2009, nr 2, s. 22-45.
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akredytacj¢, po drugie gwarantuja odpowiedni poziom ochrony uzyskiwanych
danych, a po trzecie takze uniemozliwiajg ingerencje w sama tre$¢ pozyskiwanych
danych. Takie zachowanie powinno w pelni zabezpieczy¢ proces legalnego gro-
madzenia przez stuzby specjalne przysztego materialu dowodowego i zapewnié¢
oczekiwang proporcje w stosowaniu obu ustawowych metod pracy operacyjnej®.

6. Srodki techniczne kontroli operacyjnej
w wielkich zbiorach danych

Wspdlczesnie zakres stosowania kontroli operacyjnej co do srodkéw znacznie sig
rozszerzyl. Nowe technologie spowodowaly, Ze obecna kontrola operacyjna stata si¢
jeszcze szersza i wszechstronna w stosunku do os6b, wobec ktérych jest prowadzo-
na. Jak wynika z analizy najnowszych aktéw prawnych dotyczacych bezposrednio
lub posrednio stosowania kontroli operacyjnej — jej obszar siega ex officio juz nie
jednej osoby, ale wielu 0s6b*°. Dzieje si¢ to niezaleznie od organéw, ktére stosuja
kontrole operacyjng oraz nig zarzadzaja. Bowiem $rodki techniczne uzywane za
pomoca nowych technologii pozwalaja na rozszerzenie granic przedmiotowych, ale
przede wszystkim podmiotowych kontroli operacyjnej. Analiza najnowszych srod-
kéw technicznych pozwala do nich zaliczy¢ te okreslone w Europejskim kodeksie
tacznosci elektronicznej’, czyli: nowe formy zarzadzania siecig (sieci emulowane
programowo lub sieci programowalne), technologi¢ protokolu internetowego IP,
ustuge tacznosci glosowej (jej dwukierunkowos¢), szeroko rozumiany internet
rzeczy 10T, telefonie internetows (VoIP), ustugi przekazywania wiadomosci i ob-
stuge poczty elektronicznej przez Internet, ustuge tacznosci interpersonalnej oraz
ustugi polegajace wylacznie lub gléwnie na przekazywaniu sygnaléw, widmo ra-
diowe, uslugi polegajace catkowicie lub czg¢sciowo na przekazywaniu sygnaléw,
takie jak ustugi transmisyjne stosowane na potrzeby $wiadczenia ustug facznosci
maszyna—maszyna oraz na potrzeby nadawania, ustuge dostepu do internetu (IoT),
temtokomorki, pikokomérki, metrokomérki lub mikrokomérki i inne.
Technologia sieciowa 5G i 6G jest uznawana przez Komisj¢ Europejska za
jeden z najwazniejszych czynnikéw sprzyjajacych rozwojowi obecnych ustug cy-

frowych®2. Technologia ta oraz na przyktad szybka ewolucja rynku TLD (domena

49 Por. M. Chrabkowski, Zgodnos¢ z prawem instalacji urzqdzen podstuchowych w mieszkaniu,
,Palestra” 2013, nr 3-4, s. 109.

50 J. Kudta, A. Staszak, Kontrola operacyjna w systemie informatycznym. .., s. 263-284.

51 Dyrektywa Parlamentu Europejskiego i Rady (UE) 2018/1972 z dnia 11 grudnia 2018 r. ustana-
wiajaca Europejski kodeks facznosci elektronicznej (wersja przeksztalcona). Tekst majacy znaczenie
dla EOG, Dz.U. UE L z 2018 r. Nr 321, str. 36 z p6zn. zm.

52 Por. odpowiednio: Rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2024/1689 z dnia
13 czerwca 2024 r. w sprawie ustanowienia zharmonizowanych przepiséw dotyczacych sztucznej
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najwyzszego poziomu — ang. Top-Level Domain, TLD) i dynamiczny charak-
ter otoczenia cyfrowego pozwalaja na wigksze mozliwosci stosowania kontroli
operacyjnej. Wspélczesne sieci tacznosci elektronicznej obejmujg wykorzystanie
widma radiowego za pomocg Iaczy bezprzewodowych. W §rodowisku acznosci
bezprzewodowej 5G sieci te powstaja w szczegdlnosci poza budynkami i na dro-
gach. Wymagania dotyczace mozliwosci sieci facznosci elektronicznej stale rosna,
co stawia kontrol¢ operacyjnag w nowym (wspolczesnym) wymiarze, za ktérym
powinny nadaza¢ zmiany przepiséw prawa.

Na podstawie obecnego stanu prawnego zatem, ktory de lege lata powinien ulec
zmianie ze wzgledu na rozwéj nowych technologii i z tym zwigzanych nowych
mozliwosci §rodkéw technicznych, nalezy dodatkowo wyeksponowa¢é istniejacy
nowy podzial srodkéw stosowanych podczas kontroli operacyjnej, co do ktérych
nalezy odpowiednio stosowa¢ normy prawne przepiséw stuzb specjalnych, o kté-
rych wyzej mowa. Stad dane teleinformatyczne — wymagajace zgody sadu na sto-
sowanie kontroli operacyjnej — to wszystkie dane w tzw. usludze przetwarzania
w chmurze obliczeniowej, w Big data (w tym poczcie elektronicznej) i innych
tormach przekazu pozwalajace na odczytanie tresci rozméw, odtworzenie obrazu
i dzwieku, zatem te, o ktérych mowa odpowiednio w: art. 43 ustawy Prawo komu-
nikacji elektronicznej (tres¢ komunikatu elektronicznego)®, z wyltaczeniem z kolei
danych, ktére nie znajduja si¢ w ruchu i zostaly zabezpieczone bez koniecznosci
wykorzystania przekazu ustugi przetwarzania w chmurze obliczeniowej w Big data.

Istnieje obecnie jeszcze nowszy rodzaj danych wynikajacy z Europejskiego
kodeksu tacznosci elektronicznej — z zakresu ustugi przekazu — czyli sieci tacznosci
elektronicznej, ktére umozliwiaja dwukierunkows faczno$é¢ miedzy (oddalonymi
od siebie) uzytkownikami koricowymi przy uzyciu réznych srodkéw komunikacji
(np. tekstu, znakéw lub mowy) przez zapewnienie konwersji migdzy tymi srod-
kami komunikacji, co do zasady przez cztowieka. Komunikacja tekstowa w cza-
sie rzeczywistym jest definiowana zgodnie z unijnym prawem harmonizujacym
wymogi dostepnosci produktéw i ustug, a odnosi si¢ ona do formy komunikacji
tekstowej migdzy dwoma punktami lub w postaci konferencji wielopunktowej,
w ktérej tekst wprowadzany jest w taki sposéb, ze komunikacja jest odbierana

inteligencji oraz zmiany rozporzadzeri (WE) nr 300/2008, (UE) nr 167/2013, (UE) nr 168/2013,
(UE) 2018/858, (UE) 2018/1139 i (UE) 2019/2144 oraz dyrektyw 2014/90/UE, (UE) 2016/797 i (UE)
2020/1828 (akt w sprawie sztucznej inteligenciji). Tekst majacy znaczenie dla EOG, Dz.U. UE L
22024 1. poz. 1689.

3 Zob. J. Kudta, Zakres kontroli operacyjnej, LEX/el. 2023 numer 469951183 (wykiadnia prawa
zawarta w przypisie 1 przedmiotowego komentarza). Zaprezentowana po raz pierwszy przez J. Kudte
na XVIII Seminarium Kryminalistycznym w Zbgszyniu pt. ,,Nauki sadowe. Miedzy postepem teorii
a realiami praktyki” zorganizowanym przez Prokuratur¢ Okregowa w Zielonej Gérze w dniach
25-27 wrze$nia 2024 r., https://www.gov.pl/web/po-zielona-gora/xviii-ogolnopolskie-seminarium-

kryminalistyczne-zielona-gora-zbaszyn-25--27-wrzesien-2024 [dostep: 15.12.2024].


https://www.gov.pl/web/po-zielona-gora/xviii-ogolnopolskie-seminarium-kryminalistyczne-zielona-gora-zbaszyn-25--27-wrzesien-2024
https://www.gov.pl/web/po-zielona-gora/xviii-ogolnopolskie-seminarium-kryminalistyczne-zielona-gora-zbaszyn-25--27-wrzesien-2024
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przez uzytkownika jako ciagla, widoczna litera po literze. Jednak do wspélczesnych
srodkéw technicznych nalezy zaliczy¢ najnowsze programy ogélnie dostepne na
rynku technologicznym.

Te wszystkie wyzej wymienione argumenty uzasadniajg potrzebe przyszlego
zupelnie nowego unormowania zakresu kontroli operacyjnej. Katalog najnowszych
srodkéw technicznych dopuszczalnych do stosowania podczas kontroli operacyjnej
na dzi$ jest katalogiem otwartym dostosowanym do systematycznego rozwoju
najnowszych technologii. Mianowicie pozwala on odpowiednio stuzbom wraz
z rozwojem najnowszych technologii na stosowanie najnowszych rozwigzan tech-
nicznych, w celu zwalczania przestgpczosci, o ktérej mowa z kolei w katalogu
przestepstw danej ustawy. Jednak pozostale przepisy stuzb specjalnych zwigzane
z jego stosowaniem wymagaja pilnych zmian.

Starajac si¢ rozwigzaé kontrowersyjny przypadek praktyczny, sktaniamy si¢
ku pogladowi, aby na wniosku inicjujacym procedure zastosowania podstuchu
procesowego badz operacyjnego okresli¢ systemowo rodzaj srodka kontroli ope-
racyjnej (Srodek techniczny). Tak jak to uczynit racjonalny ustawodawca w art. 27
ust. 6 ustawy o ABW i AW i art. 31 ust. 4 ustawy o SKW i SWW, kt6ry ma by¢
stosowany podczas czynnosci.

Naturalnie powinien on by¢ oznaczony np. symbolem w postaci kodu cyfrowo-
-literowego, takiego jak podstuch poczty elektronicznej, kontrola korespondenciji
internetowej itd., poniewaz w ten sposéb z jednej strony dojdzie do zapewnienia
pelnej gwarancyjnosci obu podstuchéw, a z drugiej nie doprowadzi do dekonspi-
racji stosowanych metod przez stuzby specjalne. Problem zachowania ochrony
stosowanych metod techniki i taktyki operacyjnej jest konieczny dla przyszlej
skutecznosci dziatania tychze stuzb. Natomiast notoryjnym pozostaje fakt, ze nawet
w przypadku kontroli operacyjnej (oraz ex officio kontroli i utrwalania rozméw)
osoba, wobec ktérej ja stosowano, a w przypadku podstuchu operacyjnego zgroma-
dzono dowody, zapoznaje si¢ w konsekwencji z materiatami postgpowania, w tym
z trescig wnioskéw i zarzadzen co w okreslonym przypadku stosowania prawa
stanowi przestanke gwarancyjna®. Zachowujac zasad¢ proporcjonalnosci, wydaje
sig, ze nalezy pozosta¢ przy koncepcji podmiotowego (co do 0séb) i przedmio-
towego (co do przestepstw katalogowych) poszerzania zakresu obu podstuchéw
z ukierunkowaniem, gdy podstuch jest stosowany na przedmiot, aby zmierza¢ do
jak najszybszego ustalenia osoby i dokumentowac te fakty na biezaco, w zgroma-
dzonych materialach. Takie postgpowanie staje si¢ niezbedne dla zabezpieczenia
potrzeb praktyki, w oderwaniu od ktérej nie moze si¢ odbywaé poprawne proce-

5 Zob. M. Wasek-Wiaderek, Konwencyjna zasada kontradyktoryjnosci i bezposredniosci i jej wplyw
na model polskiego procesu karnego, [w:] System prawa karnego procesowego. Zagadnienia ogdlne, red.

P. Hofmanski, Warszawa 2013, s. 136.
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dowanie nad wymienionymi zagadnieniami prawnymi®. Wszystkie te przestanki
przemawiajg réwniez za subsydiarnym stosowaniem podstuchow®.

Stuzby specjalne, przewidujac rézne rozwiazania, jakie stosuja dzisiaj w sto-
sunku do oséb podstuchiwanych, powinny zadba¢ o wyrazne wyeksponowanie na
wniosku o podstuch mozliwych do zastosowania $rodkéw, ktére np. przy uzyciu
odpowiednich oznaczen i okreslen technicznych pozwola spelni¢ wszelkie wymogi
gwarancyjne w przedmiotowym zakresie, a jednoczesnie nie naraza stuzb na ujaw-
nienie metod swojego dzialania.
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